
gmina@dzierzgowo.pl

0d:

Wystano:

Do:

DW:

Temat:

Zataczniki:

J/7 S&tl^
/?0. /*•<&

"Inicjatywa- Usprawnianie Administracji -Jawnosc i Transparentnosc- Skargi -
,.,r>;^cbi nattrria Tmniok7aia kncrtv nnhliczrie " .<iawnosc-transDarentnosc@szwnioski, petycje zmniejszaja. koszty publiczrie "<jawnosc-tran^fefwi6i2W«i lc-
euphenics.com> Wpl/n§
piatek, 10 pazdziernika 2025 11:34
adresat.urzad@samorzad.pl

dwnik@nik.gov.pl QjG®
Oficjalny Wniosek/Petycja* wnawia.zaniu do art 241 Ustawy Kodeks p
administracyjnego (t.j. Dz. U. z2023 r. poz. V?5) -2509KlasaRWA
Przyklad wnikliwej analizy pro public bono Matopolska .pdf; Zat^cznik bez tytulu
00015.htm; Patrzec'Urzednikom na rece - wszyscy patrzymy - wszak
wydatkujaanasze podatki .pdf; Zalacznik bez tytulu 00018.htm; Zlecenie24-
v2606.1.doc; Zatacznik bez tytulu 00021.htm

10. 10. 2025

nia

Kierownik Jednostki Samorzadu Terytorialnego -wrozumieniu art. 33 ust. 3 Ustawy osamorzadzie
gminnym (t.j. Dz.U.z2024 r. poz. 1465,1572,1940)
Adresatem niniejszego pisma - jestOrgan ujawniony wkomparycji - jednoznacznie
identyfikowalny za posrednictwem adresu e-mail pozyskanego zBiuletynu Informacji Publicznej
Urzedu/Adresata - pod ktorym odebrano niniejsze pismo.

Aby zachowac petng jawnosc itransparentnosc -wnosimy oopublikowanie -niniejszego pisma
-wcz§sci dot. petycji wBIP Adresata, wyrazajac jednoczesnie zgode na publikacje wszystkich
danych - ponizej podpisanej Osoby Prawnej. (Nadawcy niniejszego pisma) Podstawa prawna, na
ktora. powotujemy sie wnoszqc opublikacje -wInternecie wBIP Urzedu -kontentu dotyczqcego
niniejszej petycji -okreslona zostata wart. 8ustawy zdnia zdnia 11 lipca 2014 r. opetycjach (tj. Dz.U.
2018 poz. 870)

Dane nadawcy (Osoba Prawna) -znajduja. sie ponizej wstopce oraz -wzatqczonym pliku
sygnowanym podpisem elektronicznym, weryfikowanym kwalifikowanym certyfikatem -stosownie do
dyspozycji Ustawy zdnia 5wrzesnia 2016 r. ouslugach zaufania oraz identyfikacji elektronicznej (t.j.
Dz. U.z 2024 r. poz. 1725).
Data dostarczenia pisma do Urzedu -dla potrzeb ewentualnej procedury odwotawczej isa.dowo-
administracyjnej - rejestrowana jest po stronie nadawcy zgodnie zdyspozycjg art. 61 pkt. 2ustawy
Kodeks Cywilny (t.j. Dz. U. z 2024 r. poz. 1061,1237)

Wniniejszym pismie znajdujg sie 3sekcje, ktore wnaszym mniemaniu powinny bye dekretowane -
oddzielnie - w trzech roznych trybach ustawowych.
Zgodnie zart 222 KPA to na urzednikach ciqzy obowigzek podziatu pisma na 3sprawy, ktore w
mniemaniu autora podlegaja roznym trybom ustawowym, aco za tym idzie powinny bye dekretowane
-oddzielnie -wzaleznosci od aktu prawnego na ktory powotuje sie autor pisma wdanej sekeji.
Prosimy oile to mozliwe aby nie drukowac pisma ale procedowac je wpostaci elektronicznej -vide
judykatura ipismiennictwo: "J. Borkowski (w:) B. Adamiak, J. Borkowski, Kodeks postepowania..., s.
668; por. takze art. 12 ust. 1komentowanej ustawy (...) Dzielenie pisma na kilka spraw idekretacja w
roznych trybach -Postanowienia WSA ipismiennictwo - dostepne wsieci Internet.

Preambula pisma (petycji/Wniosku*)

Tematyka. niniejszego pisma jest walka zincydentami naruszajqeymi bezpieczehstwo danych
powierzonych Urzednikom przezObywateli.



Duze uszczegotowienie niniejszego pisma, drobiazgowe powolywanie sie na podstawy prawne oraz
stosowana nomenklatura stowna wynikajq wazkosci tematyki, oraz z olbrzymiej skali zagrozeri jakie
pojawiajg sie w zwiazku z incydentami godzqcymi w cyberbepieczehstwo danych powierzonych
Urzednikom oraz z katastrofalnych skutkow - jakie niesie ze sobg nasilajqcy sie w ostatnim czasie -
cyberterroryzm.

Kazdy, kto analizuje doniesienia prasowe oraz ma dostep do uzyskiwanych od 25 lat przez nasz
podmiot informacji w trybie ustawy o dostepie do informacji publicznej - jest zaszokowany
bezczynnoscia. gmin i marnotrawstwem srodkbw publicznych wtym obszarze.
Kazdy kto analizuje te materialy - nabiera przekonania, ze coraz liczniejsze skuteczne
cyberwlamania i incydenty (vide: linki do doniesieh prasowych zamieszczone na kohcu pisma) -sq
oczywistym i naturalnym nastepstwem nieracjonalnego wydatkowania srodkow wtym obszarze
kompetencji przez Urzedyoraz ignorowania rzeczonej problematyki przez Decydentow.
Problem staje sie szczegolnie istotny w obecnej - zlozonej sytuacji geopolitycznej.

W mniemaniu wnioskodawcy - Ministerstwo Cyfryzacji skutecznie i efektywnie zabiega o dodatkowe
srodki w ramach kolejnych grantow przeznaczanych dla JST.
Miara. skutecznosci i zaangazowania Ministerstwa Cyfryzacji jest to, ze wg. szacunkow tqczne srodki
przekazane JST w ostatnim czasie przewyzszajq kwot? 2 mid pin.

Z kolei jak wynika z udzielanych nam odpowiedzi srodki te sq czesto nieracjonalnie wydatkowane w
Gminach - i absorbowane inter alia przez Zmowy Cenowe.
Ad exemplum - w niektorych gminach dochodzi do zakupu corocznego audytu, o ktorym mowa w §19
pkt. 14 Rozporzadzenia KRI za kwote ponad 20 tys. pin.
Ten sam audyt kosztowal 3 lata temu 5000 pin - i mialo to miejsce do czasu uruchomienia
miliardowych srodkow zProgramu CyberbezpiecznySamorzgd -sic!

To tylko jeden z przyktadow, a mamydoskonaly tego obrazgdyz - jakwiadomood 25 lat zadajemy
szczegolowe pytania Gminomw trybie ustawy o dostepie do informacji publicznej i udzielajac
odpowiedzi pod takimi absurdalnymi zmowami cenowymi podpisujg sie Decydenci.
Takich patologii nie wyeliminuje samo stosowanie przepisow zwigzanych z zamowieniami
publicznymi - iwszedzie na Swiecie wypracowano juzskuteczne mechanizmy pozwalajqce walczyc
ze zmowami cenowymi - w przypadku dodatkowych srodkow finansowych zwiekszajgcych w krotkim
okresie podaz w danym obszarze ustug.
Jak wykazaly udzielane nam odpowiedzi czesc Decydentow calkowicie ignoruje tematyke - niweczqc
tym samym ciezkq i efektywnq Prace Ministerstwa Cyfryzacji.

Winnych obszarach (np.inwestycje drogowe) wypracowano juz mechanizmy weryfikuja.ce zmowy
cenowe - o czym mozna czytac w linkach pond koniec pisma w artykule dot. Prezydenta Tarnowa.
Miejmy nadziej§, zewobszarze cyberbepieczehstwa juz niedlugo dojdzie do podobnych weryfikacji
- chetnie udostepnimy wtedy uzyskane kwantyfikacje.

Wyjasnienie przedmiotu naszej petycji:
Naszq idee fixe jestdziatanie Igczgce - uzasadniony interes pro publico bono -z partykularnymi
zdrowo-pojetymi gospodarczymi interesami naszej osoby prawnej.

Wiekszosc podmiotow zwracajqcych siedo Urzedow nastawiona jestaby uzyskiwac partykularnie -
jakqs osobistq wartosc dodanq (zezwolenia/zapomogi/zwolnienia/dokumenty, etc)
Wnaszym przypadku natomiast - zgodnie z definicjq artykutow 28 i241 * Ustawy Kodeks
Postepowania Administracyjnego (t.j. Dz. U. z 2020 r. poz. 256, 695) - pragniemy „nie tylko brae" -
jak czyni towiekszosc zwracajqeych sie do Urzedow Podmiotow -alewramach zawodowego



charakteru dzialalnosci staramy sie osiqgac synergi? z urzedami oraz wnosic wartosc dodana.
poprzez dzielenie sie wiedzq, ktorq w trybie ustawy o dostepie do informacji publicznej uzyskiwalismy
w ciqgu ostatnich 25 lat i dzieki ktorej poddajemy sanacji i usprawniamy funkcjonowanie
administracji publicznej.
W ramach wzmiankowanego art. 241 KPA* namawia do tego Ustawodawca: "Przedmiotem
wniosku mogq bye w szczegblnosci sprawy ulepszenia organizacji, wzmocnienia praworzadnosci,
usprawnienia pracy i zapobiegania naduzyciom, ochrony wtasnosci, lepszego zaspokajania
potrzeb ludnosci."
Usprawnianie i zwracanie uwagi na obszary zwiazane z cyberbezpieczehstwem wydaje sie
szczegolnie istotne z punktu widzenia uzasadnionego interesu spotecznego pro publico bono.
A jak wynika z udzielanych nam informacji publicznych - o czym pisalismy powyzej - stan faktyczny w
gminach jest katastrofalny.

Bija. na alarm rowniez media (linkido niewielkiej cz?sci doniesieh prasowych opisujacych skuteczne
cyberataki na Urzedy - zamieszczamy in fine niniejszego pisma.

Per analogiam - pomimo wydana olbrzymich pieniedzy podatnikow w ostanim czasie - Najwyzsza
Izba Kontroli opatruje wnioski pokontrolne z 2025 r. - znaczacym tytulem ..Cyberbezpeiczehstwo w
samorzadach kuleje" dalej w protokolach pokontrolnych NIKzaznacza expressis verbis: „(...) Ponad
70 proc. skontrolowanych przez NIK urzedow samorzadowych nie bytoby w stanie zapewnic cigglosci
dzialania systemow informatycznych w przypadku wystapienia sytuacji kryzysowej. Kontrolerzy Izby
wykryli tez wiele innych niedociqgni?c dotyczacych bezpieczehstwa cyfrowego JST. (...) „ od lat NIK
zwraca uwag? Samorzadowcow inter alia rowniez na ataki hybrydowe, etc.
0 wszystkich tych negatywnych ocenach mozna czytac w protokole NIK z lutego 2025 r. -sygnatura
akt: KAP.430.9.2024 Nr ewid. 123/2024/P/24/004/KAP - dostepny w petnej postaci na

stronach nik.gov.pl

Skutek wydatkowania olbrzymich srodkow podatnikow w tym obszarze jest taki, ze o ilew 2019 r. NIK
ocenit negatywnie 70% ze skontrolowanych JST w tym obszarze - to w kontroli per analogiam
wzmiankowanej powyzej iwykonanej w 2025 r. negatywnq ocena. objal juz nie 70% ze
skontrolowanych Urzedow, ale 71% - sic !

Analizuja odpowiedzi uzyskiwane z Gmin - niedziwimy sie wcale iuwazamy ze Minister Cyfryzacji -
ma w 100% racje - kiedy powtarza podczas udzielanych wywiadow, ze "Polska jest na cyfrowej
wojnie"
Ministerstwo Cyfryzacji wykonuje tytaniczng prace, uruchamiajac kolejne programy pomocowe
podczas kiedy w w gminach ch?tnie bezrefleksyjnie wydatkowane sq srodki publiczne na ten eel,
beneficjentami sa. powtarzajace sie nazwy tychsamych firm ... efektem tychwdrozen mnoza sie stosy
kopiowanej dokumentacji - w ktorej zmieniajq sie tylko nazwy gmin.
1wszystko jak mawiaja. Decydenci - w zgodziez dokumentacja. tylko nieliczne gminy staraja. sie
walczyc ze zmowami cenowymi iweryfikowac setki stron uzyskiwanej dokumentacji - w ktorej jak
pokazuja nasze analizy np. po zlozeniu skargi do Rady Gminy (gdy rzeczona dokumentacja jest
poddawana analizie przez Komisje Skarg iWnioskow) - nawet nazwy gmin sa czesto mylone w
ramach stosowanej przez Uslugodawcowtechniki /kopiuj/wklej - sic !

Jednakze - jak pokazuja. uzyskiwane przez nas informacje wtrybie ustawy o dostepie do informacji
publicznej - skuteczne cyberataki zazwyczaj wiazq sie zwyjatkowo prostymi bledami popelnianymi
przez Urzednikow. Cowiecej gros skutecznych atakow wykorzystujacych proste bledy Urzednikow
ma miejsce powdrozeniu programu „Cyfrowa Gmina" iw trakcie wdrazania programu
„Cyberbepieczny Samorzqd" - tak jakby hakerzy chcieli udowodnic sobie lub Urzednikom, ze oprocz



sprzetu i procedur - wazny jest rowniez aspekt psychologiczny i praca przede wszystkim nad
obszarem behawioralnym w Urz?dach.

Jak wykazuja odpowiedzi na nasze wnioski - w ktorych Decydenci opisujq geneze incydentow - pracy
nad obszarem behawioralnym - nie zastqpi zaden zaden sprzet zakupiony za pieniqdze podatnikow i
zadne procedury usprawniane i kopiowane w stosach dokumentow na papierze.

Wnioskodawca z premedytacjq wydluzyt niniejszy wst?p - tak aby w BIP gminy - opublikowana zostala
powyzsza analiza oparta na wnioskach instytucji kontrolnych analizujqcych stan faktyczny w skali

makro oraz na uzyskiwanych przez nas informacjach publicznych.

W naszym mniemaniu juz samo informowanie o kazusach jakie mialy miejsce w gminach oraz o
incydentach opisywanych nam w trybie ustawy o dostepie do informacji publicznej - dziala jak

swoista szczepionka, ktora uodparnia poprzez budzenie niepokoju i szukanie srodkow zaradczych.

-poczqtek sekcji dot. ustawy o dostepie do informacji publicznej:

Sekcja - w ramach dekretacji w trybie Ustawy z dnia 6 wrzesnia 2001 r. o dostepie do
informacji publicznej (t.j. D z. U. 2022 poz. 902)

Wniosek odrebny:
II.§1) Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o

dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) - wnosimy o udzielnie informacji

publicznej w przedmiocie szacunkowej kwantyfikacji - en bloc - srodkow Podatnikow jakie w
interwale ostatnich 3 lat zostaty wydatkowane w jednostce w obszarze zwiazanym podnoszeniem

poziomu cyberbezpieczeristwa i zarzadzania ryzykiem dot. cyberbezpieczehstwa.
Zgodnie z intencjq Wnioskodawcy wystarczy podac szacunkowe zsumowane koszty - poniesione w
interwale 3 ostatnich lat.

W mniemaniu wnioskodawcy jak wynika z uwarunkowah prawnych oraz z dotychczas udzielonych
nam odpowiedzi uzyskanych od innych Jednostek Administracji Publicznej - koszty ponoszone w tym

obszarze -jakie szacunkowo - sumowane sq przez Decydentow) obejmujq inter alia: koszty zwiazane
z identyfikacjq, analizq, ocena. i lagodzeniem zagrozeri cybernetycznych. Obejmuja. one rowniez
koszty wdrazania i utrzymywania systemowzabezpieczeri, szkoleh pracownikoworaz kosztow
zwiazanych z ewentualnymi incydentami. Wszystkie przedmiotowe dane - zwiazane z
wydatkowanymi srodkami podatnikow w tym obszarze - powinny bye ewidencjonowane w zasobach
Jednostki i jak pokazujq odpowiedzi z innych jednostek - sq latwe do podsumowania - bez
koniecznosci wykonywania szczegolowych analiz.

Wnioskodawca jeszcze raz zaznacza, iz nie oczekuje szczegolowych informacji w tym przedmiocie -
zgodnie ze stanem faktycznym idyspozyejami ustawy o dostepie do informacji publicznej wystarczy
podac szacunkowy zsumowany (en-bloc) - koszt jaki poniost Podatnik - na zadania realizowane w
tym obszarze przez Jednostke Administracji Publicznej w interwale ostatnich 3 lat.

II.§2. Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o
dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) - czy Jednostka
uczestniczyla/uczestniczy w realizacji programow grantowych „Cyfrowa Gmina" i „Cyberbezpieczny
Samorzqd". ?
Wzwiqzku z tymi programami - zgodnie ze stanem faktycznym idokumentacjq - jaka jest tqczna
kwota dofinansowania Jednostki z pieniedzy Podatnikow - jakq precyzujq i przewidujq (-przewidywaly)
oba wzmiankowane programy.



II §3. Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o
dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902 - dalej czasem pod akronimem:
uoddip) - wnosimy o udzielnie informacji publicznej - ile wynosi na dzieh dostarczenia niniejszego
wniosku Iqczny poziom zadluzenia Gminy/Miasta. Rzeczonq kwantyfikacje prosze podac w
rozumieniu iw ramach definicji zawartych w Ustawie o finansach publicznych (t.j. Dz. U. z 2021 r.
poz. 305,1236)

II §4) Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o

dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) - wnosimy o udzielnie informacji
publicznej - jaki jest poziom zadluzenia Gminy per capita - scilicet: przypadajqcy (w przeliczeniu) na
jednego mieszkahca oraz
II §5) wskaznik wynikajqcy z calkowitego dlugu w stosunku do odchodu JST (wskaznikzadluzenia)
Wnioskodawca ma w tym przypadku na mysli wskaznik wg definicji jakq poslugiwat sie Resort

Finansow

II §6) Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o
dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) - wnosimy o udzielenie informacji
publicznej o kwocie szacowanych dochodow budzetu JST na biezqcy rok - wg. ostatniej odnosnej

uchwaly RG.

II §7) Ile wg. ostatnich szacunkow GUS lub wg. najnowszych szacunkow wewnetrznych JST- wynosi
przyblizona liczba mieszkahcow gminy?
II §8) Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o
dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) wnosimy o udzielenie informacji
publicznej w przedmiocie - kwantyfikacji tzw wskaznika zamoznosci w gminie - aproksymowanego
dochodem per capita (na glow?) wg. danych wewnetrznych JST lub wg. ostatnich dostepnych gminie
danych lub udostepnionych gminie przez Ministerstwo Finansow
II §9) W trybie wyzej wzmiankowanych przepisow wnosimy o kwantyfikacje kwoty jakq urzad
wydatkowalen bloc w 2024 r. na zadania zwiazane z pozyskaniem i
aktualizacjq dokumentacji/raportow/opracowan - sensu largo zwiazanych z: podnoszeniem
poziomu SZBI, dobrymi praktykami w obszarze cyberbezpieczehstwa, oraz wszelkq innq
dokumentacjq dot rzeczonego obszaru o jakiej mowa w PN27001 oraz w odnosnych
wymaganiach zawartych w dyspozycjach Rozporzqdzenia Rady Ministrow z dnia 21 maja 2024 r.w
sprawie Krajowych Ram Interoperacyjnosci, minimalnych wymagah dla rejestrow publicznych i
wymiany informacji w postaci elektronicznej oraz minimalnych wymagah dla systemow
teleinformatycznych (Dz. U. z 22 maja 2024 r.)
Wnosimy o niepodawanie szczegolow - jedynie odnosnej kwantyfikacji zwiazanej z
wydatkowanymi na ten eel - w 2024 r. - srodkami Podatnikow.
II §10) Na mocy art. 61 Konstytucji RP, w trybie art. 6 ust. 1 pkt. 1 lit c Ustawy z dnia 6 wrzesnia o
dostepie do informacji publicznej (t.j. Dz. U. z 2022 r. poz. 902) - wnosimy o udzielenie informacji
publicznej - ileniezamawianych ofert - z obszaru zadari ciqzqcych na Decydentach izwiqzanych z
dbalosciq o cyberbezpieczehstwo - zostalo w ciqgu ostatnich 12 miesiecy - przyporzqdkowanych w
Urzedzie do klasyz wykazu akt - ipso iure *§6 ust. 2 - zalacznika nr 1 do Rozporzqdzenia Prezesa
Rady Ministrow z dnia 18 stycznia 2011 r. w sprawie instrukeji kancelaryjnej, jednolitych
rzeczowych wykaz6w akt oraz instrukeji w sprawie organizacji i zakresu dzialania archiwow
zaktadowych (Dz.U. z 20 stycznia 2011 nr 14 poz. 67) ?

Rzeczony przepis jest czasami nieznany w JST zatem ponizej pozwalamy sobie go zacytowa6:

*§6 ust.2 za*. nr 1 RPRM w spr. I.K i Jednol. RWA:
„ (...) Dokumentacja nietworzqca akt spraw to dokumentacja, Mora niezostata przyporzqdkowana
do sprawy, a jedynie do klasy z wykazu akt.
2.Dokumentacje, o ktorej mowa w ust. 1, mogq stanowic wszczegolnosci:



1) zaproszenia, zyczenia, podziekowania, kondolencje, jezeli nie stanowiq czeSci akt sprawy;
2) niezamawiane przez podmiot oferty, ktore nie zostafy wykorzystane;
(...)"

Uzasadnienie pytah
Dla zobrazowania i uscislenia zasadnosci jawnosci i transparentnosci w tym obszarze: powolamy si?
na gtosny kazus Gminy Ostrowice. Przed likwidacjq (upadkiem) Gmina Ostrowice - wg.
uzyskanych przez nad danych - legitymowala si? 18,6 tys. pin - poziomem zadluzenia per capita.
Nast?pnie gmina bezprecedensowo zostala zlikwidowana na mocy specustawy.
Zanim zostala zlikwidowana - (wg. Informacji posiadanych przez Wnioskodawc?) zaciqgn?ta kredyty
w Parbanakach na ponad 55 mln pin a odsetki sptacala z naszych podatkow - sic!
VIDE materialy prasowe: Ostrowice „W6jt i skarbniczka skazani na 7 tat wi?zienia" Z tytutu samych
odsetek parabankow Podatnik poniosl szkod? na co najmniej 13 mln
pin: https://tvn24.pl/troimiasto/ostrowice-z-powodu-zadluzenia-qmina-zniknela-z-mapy-polski-wojt-
i-skarbniczka-uslyszeli-wyrok-st5680605

Jeszcze raz ze wzgl?du na jawnosc i transparentnosc - wnosimy o opublikowanie nie tylko cz?sci dot.
petycji ale calego wniosku - en bloc.

To prosba fakultatywna - jako, ze wnioskodawca jest swiadom, iz ustawowy obowiqzek publikacji dot
jedynie cz?sci (sekcji) zwiqzanej z petycjq ipso iure art. 8 ustawy o petycjach.

Jednakze aby udowodnic, ze chcemy post?powac na kazdym etapie jawnie i transparentnie oraz, ze

nasze intencje sq przede wszystkim - pro publico bono i tqczymy je z zasadami uczciwej konkurencji
- wnosimy o publikacj? calosci pisma.

Jestesmy przekonani, ze Jednostka opublikuje - pismo w calosci i ze Decydenci nie majq nie do

ukrycia w ramach wydatkowania srodkow Podatnikow.
Mamy nadziej?, ze Jednostka kierujqc si? jawnosciq i transparentnosciq oraz dzialajqc na kazdym

etapie lege artis oraz zgodnie z zasadami uczciwej konkurencji przy wydatkowaniu srodkow
Podatnikow - przychyli si? do naszej prosby i opublikuje w BIP lub w stronie WWW - nasze pismo w

calosci.

Osnowa Petycji:

Sekcja odrebna §1) Wnosimy rozwazenie zainicjowania procedury sanacji przedmiotowego
obszaru w Jednostce i pozyskania z rynku „raportu dobrych praktyk" traktujacego o
zaistnialych kazusach (incydentach zwiazanych z cyberbezpieczehswtwem) ktore pozwolq
na unikanie bl?dow jakie wyst?pujq notorycznie w wi?kszosci JST.
Material taki w zatozeniach mialby bye przeznaczony dla Kierownictwa Jednostki powinien sluzyc
jako krotka informacja zwracajqca percepcj? - na najcz?sciej wyst?pujqce i powtarzajqee si? W?dy
w JST, jakich mozna latwo uniknqc posiadajqc swiadomosc o ich metodologii okolicznosciach ich
zaistnienia w innych JST. Notabene najczesciej - nie sq o problemy zwiazane ze zlamaniem
zabezpieczeh sprz?towych, czy stride proceduralnych zwiqzanych ad exemplum z normq PN
27001.
Jak wynika ze szczegolowych odpowiedzi udzielanych nam przez Decydentow w trybie ustawy o
dostepie do inf. pub. - najcz?stsze Wedy zwiqzane sq z bazowaniem przez cyberprzestepcow i
cyberterrorystow na plaszczyznie behawioralnej, socjotechniki i inzynierii spotecznej. Resumujqc -
naszq idee fixe jest udost?pnianie szczegolowej wiedzy o tych konkretnych kazusach,
przyczynach ich powstania, etc
Notabene informacje medialne lub informacje powtarzane na szkoleniach - dot. glosnych
kompromitacji ad exemplum: Piekary Slqskie, Konstancin, Nowiny, Rzqsnia, etc bardzo znacznie
rdzniq si? od szczegolowych informacji uzyskiwanych z JST w trybie ustawy o dost?pie do
informacji publicznej (t.j. Dz. U. 2022 poz. 902) czyw trybie skargowymzwiqzanym z art. 229 Ustawy
Kodeks Post?powania Administracyjnego (t.j. Dz. U. z 2020 r. poz. 256, 695)



Aby zachowaczasady uczciwej konkurencji orazjawnosci itransparentnosci wnosimy o
opublikowanie niniejszej petycji wraz z zalqcznikami w BIP.

Uzasadnienie petycji:
Ataki z 2025 r. - na Gminy i na system rejestrow pahstwowych (wtym system PIT) etc - swiadczq o
tym, ze nawetnajlepiej chronione systemy(zrealizowane w przetargachza miliony zlotych) nie sq
bezpieczne iwidac,ze celem ataku hakerow jest utrudnianie zycia obywatelom, osmieszanie
Decydentow wsamorzqdach, idezinformacja - jak miato to miejsce w przypadku ataku na PAP lub
dezinformacji w Miescie Tychy

Aataki na takie Urz?dy gminjak Werbkowice, Tuczna czy Nowa Sarzyna - ze wzgl?du na ztozone
umiej?tnosci atakujqcych - mnozna nazwac jedynie mianem cyberterroryzmu tylko przypadek
sprawit, ze dotyczyty akurat wzmiankowanych Urz?dow - a nie innych.

Afery icyberataki jakie mialy miejsce na instytucjesamorzadowewEstonii, na gminy wFinlandii czy
w Norwegii sq swiadectwem, ze nawet najlepsze
zabezpieczenia serwerow nie wystarczq jesli nie zadbasie odpowiednio o dobre praktyki.
Notabene w Finlandii jeden z glosniejszych w i brzemiennych wskutkach cyberatakow zaczqtsi? od
malej gminy Vellinge (gdzie popetniono szereg prostych bl?dow) a jego efektem kohcowym - na
zasadzie kolejnych kostek domina - byto ujawnienie niezwykle wrazliwych danych olbrzymiej ilosci
osob.

Ilosc atakow jest na tyle duza i nasila si?wtakim tempie, ze zestrony Ministerstwa Cyfryzacji padajq
nawetstwierdzenia typu „Samorzqdy sq mi?kkim podbrzuszem bezpieczehstwa cyfrowego" a celem
atakow coraz tocz?sciej moze bye nawet zlosliwe osmieszanie polskich urz?dnikow wysokiego i
niskiego szczebla.
Wedtug danych Ministerstwa Cyfryzacji iwzeszlym roku mielismy ponad 111 tysi?cy incydentow z
tym zwiqzanych. Widac wyraznq fal? wzrostowq,
vide: https://samorzad.paD.Dl/kategoria/aktjiainQgci/samQrzadv-miekkim-podbrzuszem-
t^^iecxestwa-cyfrowegQ-mcj:zap_Qwiad_a-miliardQwe
http8://cyberdefence24.pl/cvbejJ3^iera
jestzzagrozeniem

Tymczasem jak wynika zudzielonych nam odwiedzi wtrybie ustawy odost?pie do informacji
publicznej -wniektorych gminach problematyka jest prawie ignorowana, a Decydenci uwazajq, ze
srodki otrzymane zMinisterstwa wyczerpujq problematyk? zwiqzanq zzarzqdzaniem ryzykiem w
gminach-sic!
Szerokie, skuteczne iefektywne dziatania Ministerstwa kontrastujq z niefrasobliwosciq jakq
obserwujemy wGminach ijaka wynika zudzielanych nam odpowiedzi.

Opisane powyzej przypadki sq wierzcholkiem gory lodowej -a incydenty tego typu mialy miejsce
wsetkach innych gmin iwynika to z udzielanych odpowiedzi na nasze wnioski wtrybie ustawy o
dost?pie do informacji publicznej inasze skargi zlozone do Rad Gmin wtrybie art 229 KPA

Pomimo zalewu informacji o nieprawidlowosciach wJST o jakimi zasypujq nas wostatnim czasie
media (patrz: linki - zamieszczone in fine niniejszego pisma) oraz cz?stych niejasnosci
wynikajqeych z udzielanych nam informacji publicznych (swiadczqeych cz?sto o nieracjonalnosci
wwydatkowaniu powierzonych Decydentom srodk6w podatnikow) - mamy nadziej?, ze
ewentualne post?powanie zainicjowane niniejszq petyejq bedzie prowadzone nie tylko zgodnie z
przepisami prawa ale rowniez lege artis - czyli poza bezwgl?dnym stosowaniem przepisow prawa
rowniez zgodnie z zasadami etyki i uczciwej konkurencji.



Zawsze sugerujemy aby Decydenci - rowniez w przypadku kwot stanowiqcych maly ulamek
granicznej kwoty 130 tys. pin - (uwzgledniajqc oczywiscie zapisy wewnetrznych regulaminow)
nawet nadmiarowo posilkowali sie dyspozycjq art 275 pkt. 2 Ustawy z dnia 11 wrzesnia 2019 r.
Prawozamowieh publicznych (t.j. Dz. U. z 2022 r. poz. 1710,1812,1933, 2185, z 2023 r. poz. 412)

l.§2) Aby zachowac peinq jawnosc i transparentnosc dzialan -wnosimy o opublikowanie
tresci petycji (Sekcja dot. petycji) na stronie internetowej podmiotu rozpatrujqcego petycjf
lub urzedu go obshigujqcego (Adresata) - na podstawie art. 8 ust. 1 ww. Ustawy o
petycjach -co jest jednoznaczne z wyrazeniem zgody na publikacje wszystkich danych
danych naszej osoby prawnej. Chcemy dzialac w peJni jawnie i transparentnie.

Reasumujqc - biorqc pod uwag? powyzsze wnosimy - jakw osnowie petycji.

Cz?sc formalna:
Wniniejszym pismie znajdujq si? trzy sekcje, ktore wmniemaniu autora podlegajq roznym trybom
ustawowym, a co za tym idzie powinny byedekretowane oddzielnie w zaleznosci od aktu prawnego
okreslajqcego charakter sekeji.

Powyzsza cz?sc to petyeja, natomiast ponizej znajduje si?odr?bna sekcja, ktora wg. autora powinna
bye dekretowana -trybem ustawy Kodeks Post?powania Administracyjnego (t.j. Dz. U. z2020 r. poz.
256, 695)

Wg. pismiennictwa ijudykatury - taka forma jestjak najbardziej dopuszczalna przyczynia si? do
oszcz?dnosci papieru ipozwala traktowac sprawy ipisma Interesant6w wsposob kompleksowy.
Oczywiscie - na urz?dnikach ciqzy obowiqzek dokonania odr?bnych odpowiednich dekretacji w
zaleznosci od charakteru pisma - w tym przypadku najlepiej w postaci elektronicznej.
Interpretacja wg. pismiennictwa -vide - J. Borkowski (w:) B. Adamiak, J. Borkowski, Kodeks
post?powania...,s. 668; por. takze art. 12 ust. 1komentowanej ustawy-dost?pnewsieci Internet.

-koniec sekeji dotyczqeej ustawy o dost?pie do informacji publicznej

Sekcja III:
Wniosek odr?bny wtrybie formalnym dot. organizacji pracy wUrz?dzie iwtrybie KPA:
III. §1) Na mocy art. 253* Ustawy Kodeks post?powania adm. (t.j. Dz. U. z 2024 r. poz. 572.)
(dalej KPA) wnosimy owyznaczenie terminu, o ktorym mowa w powolanej dyspozyeji -
scilicet: w dzieh przyj?c interesantow w sprawach skarg iwnioskow - przez Organ o ktorym
mowa w §1 wzmiankowanego przepisu.
Poddamy si?w pelni: trybowi i terminom oraz sposobom zaspokojenia tego przepisu -
okreslonymi wregulaminie Organu - jednakze z naszej strony (jesli to mozliwe) aby nie
absorbowac zbytnio czasu Decydentow - pozwalamy sobie zaproponowac tryb
telefoniczny (online) - okreslony w art. 14 §2 KPA.
Informujemy, ze tylko tryb telefoniczny zwiqzany z art 253 KPA - jest mozhwy z naszej strony -
mozna rowniez probowac ad hoc dzwonic wdzieh przyj?c interesantow wsprawach skarg i
wniosk6w - pod ponizej podany numer.



PS: Tematem rozmowy w kontekscie wyzej powotanych podstaw prawnych - bedq sprawy
okreslone w art 241 KPA - w przedmiocie inter alia: sugestii ewentualnego usprawnienia obszaru
wypelniania zadah publicznych - zgodnie z tresciq wyzej zawartego wniosku i petycji.
Wsprawie zdefiniowania rzeczonego terminu mozna dzwonic pod numer: 608-318-418 - w
mniemaniu wnioskodawcy zadosduczynienie rzeczonym przepisom nastqpi rowniez, jesli
rozmowa odb?dziesi? z upowaznionym przez Kierownika Jednostki Sekretarzem Gminy - i tak
cz?sto - jak wskazuje nasza empiria - czyniq Sekretarze - co calkowicie rowniez odpowiada
naszym oczekiwaniom.
Ill §2) Stosowanie dowzmiankowanego powyzej §6 ust.2 zal. nr 1 Rozporzqdzenia Prezesa Rady
Ministrow w spr. Instrukeji Kancelaryjnej i Jednol. RWA (...)
(Dz.U. z20 stycznia 2011 nr 14 poz. 67) wnosimy o przyporzqdkowanie zalqczonego zlecenia -
(niezamawianej oferty) - do odnosnej przynaleznej Klasy z Wykazu Akt i o podanie og6lnej
nomenklatury/sygnatury - do ktorej rzeczone dokumenty wnioskodawcy zostaty
przypisane/przyporzqdkowane.
Oczywiscie idee fixe rzeczonej propozyeji optymalizacyjnej/sanacyjnej - zlozonej wzwiqzku z art.
241 KPA - Autor pisma szerzej wyjasnia w niniejszej petycji.

{Powolane przepisy stanowiq:
Art. 253 KPA* §1. Organy pahstwowe, organy samorzqdu terytorialnego iinne organy samorzqdowe
oraz organy organizacji spolecznych obowiqzane sq przyjmowac
obywateli wsprawach skarg iwnioskow wustalonych przez siebie dniach igodzinach.
241 KPA* namawia do tego Ustawodawca: "Przedmiotem wniosku mogq bye wszczegolnosci
sprawy ulepszenia organizacji, wzmocnienia praworzqdnosci, usprawnienia pracy izapobiegania
naduzyciom, ochrony wlasnosci, lepszego zaspokajania potrzeb ludnosci."}
*§6 ust.2 zal. nr 1 RPRM w spr. I.K iJednol. RWA:
„(...) Dokumentacja nietworzqca akt spraw to dokumentacja, Mora nie zostata przyporzadkowana
do sprawy, ajedynie doklasy z wykazu akt.
2.Dokumentacje, o Morej mowa wust. 1, mogq stanowid wszczegolnosci:
1) zaproszenia, zyczenia, podziekowania, kondolencje, jezeli nie stanowiq cze$ci akt sprawy;
2) niezamawiane przez podmiot oferty, ktore nie zostaiy wykorzystane;
(...)"

§3) Wnosimy ozwrotne potwierdzenie otrzymania niniejszego wniosku wtrybie
§7 Rozporzqdzenia Prezesa Rady Ministrow zdnia 8stycznia 2002 r. wsprawie organizacji
przyjmowania irozpatrywania s. iwnioskow. (Dz. U. zdnia 22 styczna 2002 r. Nr 5, poz. 46) - na
adres poczty elektronicznej: iawnosc-transparentnosc(5)szulc-euphenics.com
§4) Wnosimy oto, aby odpowiedz w przedmiocie powyzszych pytah ipetycji zlozonych na mocy
art. 63 Konstytucji RP -wzwiqzku zart. 241 KPA, zostala udzielona - zwrotnie na adres poczty
elektronicznej iawnosc-transparentnosc@szulc-euphenics.com
65) Wniosek zostal sygnowany bezpiecznym, kwalifikowanym podpisem elektronicznym -
stosownie do wytycznych Ustawy zdnia 5wrzesnia 2016 r. o uslugach zaufania oraz identyfikacji
elektronicznej (Dz.U.2016.1579 dnia 2016.09.29)

DW: NIK, Urzqd Ochrony Konkurencji iKonsument6w

Nadawca Pisma:
Osoba Prawna:
Szulc-Euphenics.com p. Spolka Akcyjna
Prezes Zarzqdu - A. Szulc
ul. Poligonowa 1
04-051 Warszawa

tel. 608-318-418
nrKRS:0001 007 117



www.szulc-euphenics.com

Abyzobrazowac jak - na wszelkich polach staramy si? walczyc ze zmowami cenowymi i
nieprawidtowosciami - zatqczmy ponizej merytorycznq i konstruktywnq analiz? naszego
wniosku przeprowadzonq przez Marszatka Woj. Matopolskiego (oczywiscie w innym obszarze
nizcyberbezpeiczenstwo). Liczymy, ze JST z takq samq atencjq iwnikliwosciq potraktujq kontent
powyzszego naszego pisma. Pelna tresc dokumentacji wtej mierze iwnikliwej analizy jakq
przeprowadzit Marszalek wraz z podleglymi sluzbami wtej mierze - znajdujesi? w BIP Urz?du
Marszatkowskiego.
Wnaszym mniemaniu tematyka poruszana w niniejszym powyzszym pismie - jest par excellence -
nawet- jeszcze bardziej istotna niz w przypadku tematyki analizowanej przez Marszalka - mamy
nadziej?, zewprzypadku powyzszego wniosku zostanie dokonana rbwnie wnikliwa analiza.
Prosimy aby adresat rownie powaznie potraktowat nasze powyzsze pismo.
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